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METHOD, APPARATUS, AND COMPUTER
PROGRAM PRODUCT FOR PROCESSING
DATA REQUESTS

TECHNOLOGICAL FIELD

Embodiments of the present invention relate generally to
computer technology and, more particularly, relate to meth-
ods, apparatuses, and computer program products for pro-
cessing data requests.

BACKGROUND

The widespread use of modern computing technology has
led to an increasing demand for data to be made readily
accessible by web applications via the internet. As the amount
of data collected and stored in private databases continues to
increase, so does the need for efficient and secure methods to
retrieve such data. Some institutions may access third party
servers or data centers in order to fully utilize available data
and improve upon web applications offered to clients.

Some methods for data retrieval from private data centers
may not fully meet demands for efficient and secure data
retrieval. Some may introduce security vulnerabilities, put-
ting customer data at risk to hackers or the like. Some tech-
niques may not be able to withstand the volume demanded by
requesting web applications, and the efficiency or perfor-
mance of a system may consequently decline during peak
usage.

BRIEF SUMMARY OF SOME EXAMPLE
EMBODIMENTS

Methods, apparatuses, and computer program products are
therefore provided for processing data requests. A method is
provided for receiving a request and an agent identifier from
arequestor, generating a correlation identifier associated with
the request, routing the request and associated correlation
identifier to an agent associated with the agent identifier,
receiving an agent response comprising an answer and a
correlation identifier, and routing the answer of the agent
response to a requestor based on the correlation identifier. The
receiving a request, generating a correlation identifier, and
routing an answer may be performed asynchronously from
routing the request and receiving an agent response.

In some embodiments, the method includes adding the
request, agent identifier, and associated correlation identifier
as a request item to a request queue, and routing the request
includes retrieving the request item from the request queue,
and transmitting the request and associated correlation iden-
tifier of the request item to an agent associated with the agent
identifier. In some embodiments, the request queue is associ-
ated with an agent.

According to some embodiments, the method includes
adding the agent response to a response queue, and routing
the answer includes retrieving the agent response from a
response queue, and transmitting the answer associated with
the agent response to a requestor based on the correlation
identifier associated with the agent response. In some
embodiments, the agent response further comprises a security
certificate identifying a registered agent.

In some embodiments, the method includes comprising
transmitting an error response to a requestor in an instance
when a response to a request is not received within a specified
time limit and/or an agent identifier is not registered. Accord-
ing to some embodiments, the request and associated corre-
lation identifier may be routed to the agent in the form of a
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2

hypertext transfer protocol secure response, in response to a
polling hypertext transfer protocol secure request received
from the agent. The agent response is received as a hypertext
transfer protocol secure request.

In some embodiments, the request and associated correla-
tion identifier may be routed to the agent via a WebSocket
connection and the agent response may be received via the
Web Socket connection. The agent identifier may comprise at
least one of a customer identifier, application name, or service
name.

A computer program product is provided, including at at
least one non-transitory computer-readable medium having
computer-readable program instructions stored therein, the
computer-readable program instructions comprising instruc-
tions. The instructions, when performed by an apparatus, are
configured to cause the apparatus to receive a request and an
agent identifier from a requestor, generate a correlation iden-
tifier associated with the request, route the request and asso-
ciated correlation identifier to an agent associated with the
agent identifier, receive an agent response comprising an
answer and a correlation identifier, and route the answer of the
agent response to the requestor based on the correlation iden-
tifier. The receiving a request, generating a correlation iden-
tifier, and routing an answer is performed asynchronously
from the routing the request and receiving an agent response.

In some embodiments, the instructions may cause the
apparatus to add the request, agent identifier, and associated
correlation identifier as a request item to a request queue.
Routing the request includes retrieving the request item from
the request queue and transmitting the request and associated
correlation identifier of the request item to an agent associ-
ated with the agent identifier.

In some embodiments, the instructions further cause the
apparatus to add the agent response to a response queue.
Routing the answer may include retrieving the agent response
from the response queue, and transmitting the answer asso-
ciated with the agent response to the requestor based on the
correlation identifier associated with the agent response.

In some embodiments, a method is provided including
managing communication with a requestor asynchronously
from managing communication with an agent. Managing
communication with the requestor may include receiving a
request and an agent identifier from a requestor, generating,
by a processor, a correlation identifier associated with the
request, determining that an agent response comprising the
correlation identifier has been received, and routing an
answer associated with the agent response to the requestor.
Managing communication with the agent may include deter-
mining that a request comprising an agent identifier associ-
ated with the agent has been received, routing the request and
an associated correlation identifier to the agent, and receiving
an agent response comprising an answer and the correlation
identifier.

In some embodiments, managing communication with the
requestor further comprises adding the request, agent identi-
fier, and associated correlation identifier as a request item to
arequest queue, and routing the request comprises retrieving
the request item from the request queue, and transmitting the
request and associated correlation identifier of the request
item to an agent associated with the agent identifier.

In some embodiments, managing communication with the
agent further comprises adding the agent response to a
response queue, and routing an answer comprises retrieving
the agent response from the response queue and transmitting
the answer associated with the agent response to the requestor
based on the correlation identifier associated with the agent
response.
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According to some embodiments, an apparatus for pro-
cessing data requests is provided, the apparatus comprising
processing circuitry configured to manage communication
with a requestor. The processing circuitry may be configured
to cause the apparatus to receive a request and an agent
identifier from a requestor, generate a correlation identifier
associated with the request, determine that an agent response
comprising the correlation identifier has been received, and
route an answer associated with the agent response to the
requestor. The processing circuitry may be further configured
to manage communication with an agent, causing the appa-
ratus to determine that a request comprising an agent identi-
fier associated with the agent has been received, route the
request and an associated correlation identifier to the agent,
and receive an agent response comprising an answer and the
correlation identifier.

In some embodiments, the processing circuitry configured
to manage communication with the requestor may be further
configured to cause the apparatus to at least add the request,
agent identifier, and associated correlation identifier as a
request item to a request queue. The processing circuitry
configured to manage communication with the agent may be
further configured to cause the apparatus to at least retrieve
the request item from the request queue and transmit the
request and associated correlation identifier of the request
item to an agent associated with the agent identifier.

In some embodiments, the processing circuitry configured
to manage communication with the agent may be further
configured to cause the apparatus to at least add the agent
response to a request queue. The processing circuitry config-
ured to manage communication with the requestor may be
further configured to cause the apparatus to retrieve the agent
response from the response queue and transmit the answer
associated with the agent response to the requestor based on
the correlation identifier associated with the agent response.

The above summary is provided merely for purposes of
summarizing some example embodiments of the invention so
as to provide a basic understanding of some aspects of the
invention. Accordingly, it will be appreciated that the above
described example embodiments are merely examples and
should not be construed to narrow the scope or spirit of the
disclosure in any way. It will be appreciated that the scope of
the disclosure encompasses many potential embodiments,
some of which will be further described below, in addition to
those here summarized.

BRIEF DESCRIPTION OF THE SEVERAL
VIEWS OF THE DRAWINGS

Having thus described embodiments of the invention in
general terms, reference will now be made to the accompa-
nying drawings, which are not necessarily drawn to scale, and
wherein:

FIG. 1 illustrates a system for accessing a private data
center according to some example embodiments;

FIG. 2 is a block diagram of a gateway server apparatus in
accordance with some example embodiments;

FIGS. 3A, 3B and 4 illustrate flowcharts according to some
example embodiments; and

FIG. 5 is a diagram illustrating operations according to an
example embodiment.

DETAILED DESCRIPTION

Some embodiments of the present invention will now be
described more fully hereinafter with reference to the accom-
panying drawings, in which some, but not all embodiments of
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the invention are shown. Indeed, various embodiments of the
invention may be embodied in many different forms and
should not be construed as limited to the embodiments set
forth herein; rather, these embodiments are provided so that
this disclosure will satisfy applicable legal requirements.
Like reference numerals refer to like elements throughout.

As used herein, where a computing device is described
herein to receive data from another computing device, it will
be appreciated that the data may be received directly from the
other computing device and/or may be received indirectly via
one or more intermediary computing devices, such as, for
example, one or more servers, relays, routers, network access
points, and/or the like. Similarly, where a computing device is
described herein to transmit data to other computing device, it
will be appreciated that the data may be sent directly to the
other computing device or may be sent to the other computing
device via one or more interlinking computing devices, such
as, for example, one or more servers, relays, routers, network
access points, and/or the like.

FIG. 1 illustrates a system 101 for managing data requests
initiated in a cloud data center according to some example
embodiments. It will be appreciated that the system 101 as
well as the illustrations in other figures are each provided as
an example of an embodiment(s) and should not be construed
to narrow the scope or spirit of the disclosure in any way. In
this regard, the scope of the disclosure encompasses many
potential embodiments in addition to those illustrated and
described herein. As such, while FIG. 1 illustrates one
example of a configuration of a system for accessing a private
data center, numerous other configurations may also be used
to implement embodiments of the present invention.

The system 101 may include a cloud data center 106,
comprising a gateway server 102, any number of requestors
104, and/or a firewall 103. For the purpose of simplicity,
example embodiments described herein will consider the
requestor(s) 104 to be an application server; however, it will
be appreciated that the requestor may be any apparatus
requesting access to a private data center. In this regard,
requestor(s) 104 may support and/or provide application code
written in a variety of languages. Requestor(s) 104 may be
any type of computer program or component running in the
Cloud data center. Cloud data center 106 may comprise any
number of requestor(s) 104 and the any number of reques-
tor(s) 104 may be implemented using any combination of
languages and/or platforms. Although not illustrated in FIG.
1, cloud data center 106 may further comprise any number of
web servers. The web server(s) may be accessed via network
100 and communicate with requestor(s) 104 and/or gateway
server 102. A requestto access a web server may be generated
from a user terminal 110 and may cause requestor(s) 104 to
generate a request as described herein.

Gateway server 102 may be an apparatus configured to
manage data requests received from requestor(s) 104 via any
of a variety of communication methods dependent upon the
configuration of the cloud data center 106. For example, in
embodiments in which a gateway server 102 is disposed
remotely from requestor(s) 104, data requests may be pro-
vided to the gateway server 102 via an internal network, local
area network (LAN), or any other type of network connec-
tion. In some example embodiments, requestor(s) 104 may be
directly connected to gateway server 102. In some embodi-
ments, various requestor(s) 104 may be connected to gateway
server 102 using a variety of communication methods.

Regardless of its connection to requestor(s) 104, gateway
server 102 may be connected to a network 100, by a variety of
connections, to access private data center(s) 120. Network
100 may be embodied in a local area network, the Internet,
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any other form of a network, or in any combination thereof,
including proprietary private and semi-private networks and
public networks. The network 100 may comprise a wired
network, wireless network (e.g., a cellular network, wireless
local area network, wireless wide area network, some com-
bination thereof, or the like), or a combination thereof, and in
some example embodiments comprises at least a portion of
the Internet. In some embodiments, cloud data center 106
may comprise a firewall 103 to protect the cloud data center
106 from unauthorized transmissions in and out of the cloud
data center 106. Firewall 103 may be implemented on the
same apparatus as gateway server 102, or may be removed
from gateway server 102. In some embodiments, a firewall
103 may not be present.

In some example embodiments, gateway server 102 may
be embodied as or comprise one or more computing devices.
In some example embodiments, gateway server 102 may be
implemented as a distributed system or a cloud based entity
that may be implemented within network 100. In this regard,
gateway server 102 may comprise one or more servers, a
server cluster, one or more network nodes, a cloud computing
infrastructure, some combination thereof, or the like. In some
embodiments, gateway server 102 may be implemented in the
same apparatus as one or more requestor(s) 104.

Additionally or alternatively, in some example embodi-
ments, gateway server 102 may be implemented as a web
service or otherwise comprise a web service. It will be appre-
ciated that implementing gateway server 102 as a web service
is cited as a non-limiting example, and should not be con-
strued to narrow the scope or spirit of the disclosure in any
way. An example embodiment of gateway server 102 is illus-
trated in FIG. 2 and is described in further detail hereinafter.

Continuing with FIG. 1, system 101 may also include one
or more private data center(s) 120. Private data center(s) 120
may be operated by a third party and/or administered inde-
pendently from cloud data center 106. A private data center(s)
120 may comprise one or more servers, a server cluster, one or
more network nodes, a cloud computing infrastructure, some
combination thereof, or the like. Additionally or alternatively,
private data center 120 may be protected by a firewall such as
firewall 122 or 1224, which may be implemented on any
apparatus within private data center 120. A private data center
120 may comprise any number of agents, such as 128 and
128a, which may be configured to communicate with gate-
way server 102 via network 100. Within a single private data
center 120 there may be any number of agents. For simplicity
sake, example embodiments described herein will refer to
agent 128 or agent(s) 128, which may be indicative of any of
the agent(s) 128, 128a, etc. An agent 128 may be an applica-
tion server, database, or any apparatus configured to access
data within the private data center. An example embodiment
of an agent(s) 128 is illustrated in FIG. 2 and is described in
further detail hereinafter.

Continuing with FIG. 1, system 101 may additionally and
optionally comprise any number of user terminals 110, which
may, for example, be embodied as a laptop computer, tablet
computer, mobile phone, desktop computer, workstation, or
other like computing device. A user terminal 110 may be
remote from the cloud data center 106 and/or private data
center(s) 120, in which case the user terminal 110 may com-
municate with any of the respective apparatuses via network
100. Additionally or alternatively, the user terminal 110 may
be implemented on cloud data center 106 and/or private data
center(s) 120. User terminal(s) 110 may be used to access a
web application, for example, in communication with
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requestor(s) 104. Communication between user terminal(s)
110 and requestor(s) 104 may occur via network 100 and/or
gateway server 102.

FIG. 2 illustrates a gateway server 102 and or agent(s) 128
in further detail, in accordance with some example embodi-
ments. However, it should be noted that the components,
devices, and elements illustrated in and described with
respect to FIG. 2 below may not be mandatory and thus some
may be omitted in certain embodiments. For example, while
FIG. 2 illustrates a requestor communication manager 220
and an agent communication manager 222, as described in
more detail below, these components may be associated with
the gateway server 102, but not the agent(s) 128. Additionally,
some embodiments may include further or different compo-
nents, devices, or elements beyond those illustrated in and
described with respect to FIG. 2.

Continuing with FIG. 2, processing circuitry 210 may be
configured to perform actions in accordance with one or more
example embodiments disclosed herein. In this regard, the
processing circuitry 210 may be configured to perform and/or
control performance of one or more functionalities of the
gateway server 102 and/or agent(s) 128 in accordance with
various example embodiments. The processing circuitry 210
may be configured to perform data processing, application
execution, and/or other processing and management services
according to one or more example embodiments. In some
embodiments, the gateway server 102, agent(s) 128, or a
portion(s) or component(s) thereof, such as the processing
circuitry 210, may be embodied as or comprise a circuit chip.
The circuit chip may constitute means for performing one or
more operations for providing the functionalities described
herein.

In some example embodiments, the processing circuitry
210 may include a processor 212 and, in some embodiments,
such as that illustrated in FIG. 2, may further include memory
214. The processing circuitry 210 may be in communication
with or otherwise control a requestor communication man-
ager 220, an agent communication manager 222, user inter-
face 216, and/or a communication interface 218. As such, the
processing circuitry 210 may be embodied as a circuit chip
(e.g., an integrated circuit chip) configured (e.g., with hard-
ware, software, or a combination of hardware and software)
to perform operations described herein.

The processor 212 may be embodied in a number of dif-
ferent ways. For example, the processor 212 may be embod-
ied as various processing means such as one or more of a
microprocessor or other processing element, a coprocessor, a
controller, or various other computing or processing devices
including integrated circuits such as, for example, an ASIC
(application specific integrated circuit), an FPGA (field pro-
grammable gate array), or the like. Although illustrated as a
single processor, it will be appreciated that the processor 212
may comprise a plurality of processors. The plurality of pro-
cessors may be in operative communication with each other
and may be collectively configured to perform one or more
functionalities of gateway server 102 and/or agent(s) 128 as
described herein. The plurality of processors may be embod-
ied on a single computing device or distributed across a plu-
rality of computing devices collectively configured to func-
tion as the gateway server 102 and/or agent(s) 128. In some
example embodiments, the processor 212 may be configured
to execute instructions stored in the memory 214 or otherwise
accessible to the processor 212. As such, whether configured
by hardware or by a combination of hardware and software,
the processor 212 may represent an entity (e.g., physically
embodied in circuitry—in the form of processing circuitry
210) capable of performing operations according to embodi-
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ments of the present invention while configured accordingly.
Thus, for example, when the processor 212 is embodied as an
ASIC, FPGA, or the like, the processor 212 may be specifi-
cally configured hardware for conducting the operations
described herein. Alternatively, as another example, when the
processor 212 is embodied as an executor of software instruc-
tions, the instructions may specifically configure the proces-
sor 212 to perform one or more operations described herein.

In some example embodiments, the memory 214 may
include one or more non-transitory memory devices such as,
for example, volatile and/or non-volatile memory that may be
either fixed or removable. In this regard, the memory 214 may
comprise a non-transitory computer-readable storage
medium. It will be appreciated that while the memory 214 is
illustrated as a single memory, the memory 214 may comprise
a plurality of memories. The plurality of memories may be
embodied on a single computing device or may be distributed
across a plurality of computing devices collectively config-
ured to function as the gateway server 102 and/or agent(s)
128. The memory 214 may be configured to store informa-
tion, data, applications, instructions and/or the like for
enabling the gateway server 102 and/or agent(s) 128 to carry
out various functions in accordance with one or more
example embodiments. For example, the memory 214 may be
configured to buffer input data for processing by the proces-
sor 212. Additionally or alternatively, the memory 214 may
be configured to store instructions for execution by the pro-
cessor 212. As yet another alternative, the memory 214 may
include one or more databases that may store a variety of files,
contents, or data sets. Among the contents of the memory 214,
applications may be stored for execution by the processor 212
to carry out the functionality associated with each respective
application. In some cases, the memory 214 may be in com-
munication with one or more of the processor 212, user inter-
face 216, and/or communication interface 218, for passing
information among components of gateway server 102 and/or
agent(s) 128.

The user interface 216 may be in communication with the
processing circuitry 210 to receive an indication of a user
input at the user interface 216 and/or to provide an audible,
visual, mechanical, or other output to the user. As such, the
user interface 216 may include, for example, a keyboard, a
mouse, a joystick, a display, a touch screen display, a micro-
phone, a speaker, and/or other input/output mechanisms. As
such, the user interface 216 may, in some example embodi-
ments, provide means for user control of managing or pro-
cessing data access operations and/or the like. In some
example embodiments in which the gateway server 102 and/
or agent(s) 128 is embodied as a server, cloud computing
system, or the like, aspects of user interface 216 may be
limited or the user interface 216 may not be present. In some
example embodiments, one or more aspects of the user inter-
face 216 may be implemented on a user terminal 110. Accord-
ingly, regardless of implementation, the user interface 216
may provide input and output means in accordance with one
or more example embodiments.

The communication interface 218 may include one or more
interface mechanisms for enabling communication with other
devices and/or networks. In some cases, the communication
interface 218 may be any means such as a device or circuitry
embodied in either hardware, or a combination of hardware
and software that is configured to receive and/or transmit data
from/to a network and/or any other device or module in com-
munication with the processing circuitry 210. By way of
example, the communication interface 218 may be config-
ured to enable gateway server 102 to communicate with
requestor(s) 104, and/or agent(s) 128 via network 100.
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Accordingly, the communication interface 218 may, for
example, include supporting hardware and/or software for
enabling wireless and/or wireline communications via cable,
digital subscriber line (DSL), universal serial bus (USB),
Ethernet, or other methods.

Gateway server 102 may include, in some embodiments, a
requestor communication manager 220 configured to per-
form functionalities associated with communicating with a
requestor(s) 104, as described herein. Processor 212 (or the
processing circuitry 210) may be embodied as, include, or
otherwise control the requestor communication manager 220.
As such, the requestor communication manager 220 may be
embodied as various means, such as circuitry, hardware, a
computer program product comprising computer readable
program instructions stored on a computer readable medium
(for example, the memory 214) and executed by a processing
device (for example, the processor 212), or some combination
thereof. Requestor communication manager 220 may be
capable of communication with one or more of the processor
212, memory 214, user interface 216, and communication
interface 218 to access, receive, and/or send data as may be
needed to perform one or more of the functionalities of the
requestor communication manager 220 as described herein.

Gateway server 102 may further include, in some embodi-
ments, an agent communication manager 222 configured to
perform functionalities associated with communication with
an agent(s) 128, as described herein. Processor 212 (or the
processing circuitry 210) may be embodied as, include, or
otherwise control the agent communication manager 222. As
such, the agent communication manager 222 may be embod-
ied as various means, such as circuitry, hardware, a computer
program product comprising computer readable program
instructions stored on a computer readable medium (for
example, the memory 214) and executed by a processing
device (for example, the processor 212), or some combination
thereof. Agent communication manager 222 may be capable
of communication with one or more of the processor 212,
memory 214, user interface 216, and communication inter-
face 218 to access, receive, and/or send data as may be needed
to perform one or more of the functionalities of the agent
communication manager 222 as described herein. In some
example embodiments in which the gateway server 102 is
embodied as a server cluster, cloud computing system, or the
like, requestor communication manager 220 and agent com-
munication manager 222 may be implemented on different
apparatuses.

FIGS. 3A, 3B and 4 are flowcharts of operations according
to some example embodiments. Operations illustrated in
FIGS. 3A, 3B, and 4 may be performed respectively by a
gateway server 102 and/or agent(s) 128, and, more particu-
larly, may be performed by, with the assistance of, and/or
under the control of one or more of the processing circuitry
210, processor 212, memory 214, user interface 216 and/or
communication interface 218. FIGS. 3A and 3B illustrate
operations that may be performed by requestor communica-
tion manager 220 and agent communication manger 222,
respectively. FIG. 4 illustrates operations that may be per-
formed by processor 212 of agent 128. The communication
interface 218 of both the gateway server 102 and/or agent 128
may be used to communicate between gateway server 102
and agent 128 over network 100.

Turning to FIG. 3A, a process by which gateway server 102
may manage communication to and from requestor(s) 104 in
accordance with one embodiment of the invention is illus-
trated. At operation 300, requestor communication manager
220, for example, may receive a request and agent identifier
from a requestor 104 via communication interface 218. The
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request may comprise a request for retrieval of data stored in
a private data center, a request to update and/or save data in
the private data center, and/or the like. The agent identifier
may be any identifier sent by requestor 104 that may be
interpreted by gateway server 102 to identify the agent 128 as
the intended recipient of the request. As such, an agent iden-
tifier may comprise a customer identifier, particularly in
instances where gateway server 102 is configured to commu-
nicate with private data center(s) 120 administered by various
third parties. In some embodiments, an agent identifier may
comprise a customer-agent pair, including a customer identi-
fier, and agent identifier. This may be particularly advanta-
geous in instances where a customer’s private data center 120
comprises more than one agent 128. Additionally or alterna-
tively, an agent identifier may comprise an application name
and/or service name associated with an agent application
server and/or web service, for example. Regardless of imple-
mentation, an agent identifier may comprise any information
or data that may be interpreted by gateway server 102 to
identify agent(s) 128 as a destination to transmit a request.

Continuing to operation 310, requestor communication
manager 220 may determine whether or not an agent associ-
ated with the agent identifier is registered with the gateway
server 102. Such registration may occur prior to operations
described herein, and may comprise installing compatible
instructions and/or a security certificate on, for example,
memory 214 of agent(s) 128. Upon registration of agent(s)
128, gateway server 102 may receive an agent identifier, as
described herein, to store on memory 214. Returning to
operation 310, requestor communication manager 220 may
determine if an agent is registered by accessing registered
agent identifiers on memory 214. In an instance in which an
agent identifier received from a requestor 104 is not associ-
ated with a registered agent, at operation 312, requestor com-
munication manager 220 may return an error to requestor 104
indicating that agent 128 is unregistered and the request may
not be processed.

In instances in which an agent is determined to be regis-
tered, at operation 320, gateway server 102, and, in particular,
the requestor communication manager 220, may generate a
correlation identifier to associate with the request. The corre-
lation identifier may be a unique identifier associated with the
request and may assist the requestor communication manager
220 in returning a response to the correct requestor 104. At
operation 322, requestor communication manager 220 may
add the request, agent identifier, and/or correlation identifier
as arequest item to a request queue. Gateway server 102 may
comprise one or more request queues, in which case a request
queue may be associated with an agent 128. The request
queue(s) may be stored on memory 214 of gateway server
102. Additionally or alternatively, a request item may be
saved to any other data structure on memory such as memory
214. In some embodiments, a request item may not be saved
to persistent memory, and operation 322 may be skipped.

At operation 326, requestor communication manager 220
may query a response queue for a response with the same
correlation identifier as generated for the request. The
response queue and process of queuing responses is described
in further detail with respect to FIG. 3B. If a corresponding
response is identified in a response queue, at operation 328,
the requestor communication manager 220 may remove the
response from the queue and route the response to the
requestor 104 that awaits a response.

According to some embodiments, a request item may
remain in a request queue until a corresponding response is
received by gateway server 102. Continuing to operation 330,
if a request item remains in a queue longer than a specified
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time, requestor communication manager 220 may remove a
timed out request item from the request queue, such as illus-
trated by operation 332, and/or transmit an error back to the
requestor 104 that originated the request, such as illustrated
by operation 312. In some embodiments, a request item may
be removed from a queue, but a corresponding response may
not be received within a specified time frame. In this scenario,
requestor communication manager 220 may transmit an error
back to the requestor, but may not need to make any further
updates to the request queue.

Such an error may be transmitted by communication inter-
face 218. The specified time used by processor 212, for
example, to determine that a request timeout has occurred,
may be predefined, dynamically determined by processor
212, and/or retrieved from memory 214.

FIG. 3B illustrates a process, which may occur asynchro-
nously from the process illustrated in FIG. 3A, whereby gate-
way server 102, and, in particular, the agent communica-
tion manager 222, may manage communication to and from
agent(s) 128. At operation 350, agent communication man-
ager 222 may receive an agent message from an agent 128, via
communication interface 218, for example. As illustrated by
operation 352, an agent message may be a response or a
polling message to ask agent communication manager 222 if
there is any work to do, or, for example, if there are any
unanswered requests intended for the agent 128 waiting in a
request queue.

As illustrated by operation 354, in an instance in which
agent 128 has transmitted a polling message, agent commu-
nication manager 222 may query a request queue for a request
item intended for the polling agent 128. In this regard, agent
communication manager 222 may determine that a request
item is intended for a specific agent 128 based on the agent
identifier associated with the request item, and/or by the
queue the request item is in, in instances where request
queues correspond to a specific agent. At operation 360, if a
request item for the agent is present in a queue, agent com-
munication manager 222 may remove the request item from
the queue. At operation 370, agent communication manager
222 may transmit, or route the request and correlation iden-
tifier associated with the removed request item to agent 128.
Such a transmission may occur via communication interface
218.

Returning to operation 354, if agent communication man-
ager 222 determines there is no work for an agent 128, in
response to the agent’s polling message, at operation 372,
agent communication manager 222 may message agent 128,
via communication interface 218, to let the agent know there
is no work to do.

Returning to operation 352, if agent communication man-
ager 222 receives a response from an agent 128, the gateway
server may add the response, comprising an answer and cor-
relation identifier, to a response queue, as illustrated by opera-
tion 380. An answer may comprise requested data, a confir-
mation that an update has occurred, and/or any other answer
or response to a request. According to some embodiments, an
agent response may comprise a security certificate processed
by gateway server 102 to validate the response is from the
expected agent 128. Once the response has been added to a
queue, agent communication manager 222 may determine, at
operation 354, whether additional requests are waiting for a
response from the agent and proceed accordingly, as
described above.

While not shown, in another example embodiment, the
agent communication manager may not wait to receive a
polling message from the agent before transmitting a request
to that agent. Instead, the agent communication manager may



US 9,319,449 B2

11

transmit the request upon determining that a request intended
for that agent has been placed in a queue (e.g., a queue
associated with that agent). In one embodiment, the polling
technique illustrated in FIG. 3B may be used when the gate-
way server and agent are communicating via HTTPS and/or
comet, whereas the latter scenario may be implemented when
the gateway server and agent are communicating via Web-
Socket or Reverse HTTP.

Processes such as those illustrated by FIG. 3A and FIG. 3B
may be performed asynchronously. As such, a requestor com-
munication manager 220 may be configured to perform
operations of FIG. 3A independently from an agent commu-
nication manager 222 configured to perform operations of
FIG. 3B, and the two asynchronous processes running on
gateway server 102 may provide a method of communication
between requestor(s) 104 and agent(s) 128.

Moving on to FIG. 4, which illustrates operations per-
formed by an agent 128 in accordance with some embodi-
ments, at operation 400, an agent 128 may receive, via com-
munication interface 218, for example, a request and a
correlation identifier. The request may be formatted such that
it may be interpreted by agent 128. Processor 212 of agent
128 may, at operation 410, perform an operation associated
with the request that may comprise retrieving or updating data
on some apparatus of private data center 120.

At operation 420, agent 128 may transmit a response to
gateway server 102 via communication interface 218. The
response may comprise an answer, such as requested data
and/or confirmation of an operation, a correlation identifier,
and/or a security certificate. At operation 430, agent 128 may
save any information regarding the request and/or response to
an audit log, on memory 214, for example. The information
saved to the audit log may comprise date and time stamps,
unique identifiers associated with requests and/or responses,
copies of data retrieved and/or updated, Internet Protocol
addresses or other identifiers of request originators, and/or
any information associated with the request and/or response.
Such an audit log may be useful in determining and/or ana-
lyzing data usage in private data center(s) 120.

FIG. 5 is ablock diagram according to an example embodi-
ment, also illustrating operations according to example
embodiment that may be performed in conjunction with
operations of FIGS. 3A, 3B and 4. The diagram illustrates a
cloud data center 106 comprising a requestor 104 and gate-
way server 102 as well as a private data center 120 comprising
an agent 128. The operations illustrated show how the appa-
ratuses may perform some operations described herein utiliz-
ing HTTPS and/or Comet protocol. At operation 500, gate-
way server 102, via communication interface 218 may
receive a request from a requestor 104, as described with
respect to operation 300 of FIG. 3A, such as “get name(4)”,
which may, in this example indicate a request for a name of a
customer number 4. At operation 510, an agent 128, via
communication interface 218, may poll gateway server 102 to
see if there are any pending requests, or more particularly, if
there are any unanswered requests in a request queue,
intended for agent 128. In this regard, agent 128 may repeat-
edly transmit HTTPS messages, or requests, to gateway
server 102. If processor 212 of gateway server 102 determines
there is an unanswered request intended for the polling agent
128 in a request queue, at operation 520, gateway server 102,
via communication interface 218, may transmit an HTTPS
message, or response, indicating the data request, such as, in
this example, “get name(4),” and the associated correlation
identifier, such as, “1234.” In this regard, operation 520 may
be exemplary of operation 340. At operation 530, in accor-
dance with operation 420, communication interface 218 of
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agent 128 may transmit an HT'TPS message, or request, com-
prising an answer to the request (“John”), correlation id
“1234,” and/or a security certificate. At operation 540, gate-
way server 102 may transmit, via communication interface
218, an HTTPS message, or response, as confirmation of
receiving the answer from agent 128. At operation 550, such
as in operation 328, gateway server 102, via communication
interface 218, may transmit the answer to the appropriate
requestor 104.

The operations of FIG. 5 are provided as a non-limiting
example embodiment that may be implemented using
HTTPS and/or Comet, but it will be appreciated that embodi-
ments described herein may be implemented by a variety of
methods and/or protocols. Another example implementation
of embodiments described herein may utilize WebSocket
and/or reverse HTTP for the connection between agent 108
and gateway server 102.

FIGS. 3A, 3B, 4, and 5 illustrate operations of a method,
apparatus, and computer program product according to some
example embodiments. It will be understood that each opera-
tion of the flowcharts or diagrams, and combinations of
operations in the flowcharts or diagrams, may be imple-
mented by various means, such as hardware and/or a com-
puter program product comprising one or more computer-
readable mediums having computer readable program
instructions stored thereon. For example, one or more of the
procedures described herein may be embodied by computer
program instructions of a computer program product. In this
regard, the computer program product(s) which embody the
procedures described herein may comprise one or more
memory devices of a computing device (for example, the
memory 214) storing instructions executable by a processor
in the computing device (for example, by the processor 212,
requestor communication manager 220, or agent communi-
cation manager 222). In some example embodiments, the
computer program instructions of the computer program
product(s) which embody the procedures described above
may be stored by memory devices of a plurality of computing
devices. As will be appreciated, any such computer program
product may be loaded onto a computer or other program-
mable apparatus (for example, gateway server 102, agent 128,
and/or other apparatus) to produce a machine, such that the
computer program product including the instructions which
execute on the computer or other programmable apparatus
creates means for implementing the functions specified in the
flowchart block(s). Further, the computer program product
may comprise one or more computer-readable memories on
which the computer program instructions may be stored such
that the one or more computer-readable memories can direct
a computer or other programmable apparatus to function in a
particular manner, such that the computer program product
may comprise an article of manufacture which implements
the function specified in the flowchart block(s). The computer
program instructions of one or more computer program prod-
ucts may also be loaded onto a computer or other program-
mable apparatus (for example, gateway server 102, agent 128,
and/or other apparatus) to cause a series of operations to be
performed on the computer or other programmable apparatus
to produce a computer-implemented process such that the
instructions which execute on the computer or other program-
mable apparatus implement the functions specified in the
flowchart block(s).

Accordingly, blocks of the flowcharts support combina-
tions of means for performing the specified functions and
combinations of operations for performing the specified func-
tions. It will also be understood that one or more blocks of the
flowcharts, and combinations of blocks in the flowcharts, can
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be implemented by special purpose hardware-based com-
puter systems which perform the specified functions, or com-
binations of special purpose hardware and computer instruc-
tions.

Many modifications and other embodiments of the inven-
tions set forth herein will come to mind to one skilled in the art
to which these inventions pertain having the benefit of the
teachings presented in the foregoing descriptions and the
associated drawings. Therefore, it is to be understood that the
inventions are not to be limited to the specific embodiments
disclosed and that modifications and other embodiments are
intended to be included within the scope of the appended
claims. Moreover, although the foregoing descriptions and
the associated drawings describe example embodiments in
the context of certain example combinations of elements and/
or functions, it should be appreciated that different combina-
tions of elements and/or functions may be provided by alter-
native embodiments without departing from the scope of the
appended claims. In this regard, for example, different com-
binations of elements and/or functions than those explicitly
described above are also contemplated as may be set forth in
some of the appended claims. Although specific terms are
employed herein, they are used in a generic and descriptive
sense only and not for purposes of limitation.

The invention claimed is:

1. A method comprising:

receiving a request and an agent identifier from a requestor;

generating, by a processor, a correlation identifier associ-

ated with the request;

asynchronously adding the request, agent identifier, and

associated correlation identifier as a request item to a
request queue associated with the agent identifier,
wherein the request queue is identified from a plurality
of request queues, each associated with a respective
agent;

retrieving the request item from the request queue and

routing the request and associated correlation identifier
to an agent associated with the agent identifier associ-
ated with the request queue from which the request item
was retrieved;

receiving an agent response comprising an answer and the

correlation identifier;

adding the agent response to a response queue;

retrieving the agent response from a response queue; and

transmitting the answer associated with the agent response

to a requestor based on the correlation identifier associ-
ated with the agent response;

wherein the receiving the request, the generating of the

correlation identifier, and the transmitting of the answer
are performed asynchronously from the routing of the
request and the receiving of the agent response.

2. A method according to claim 1, wherein the agent
response further comprises a security certificate identifying a
registered agent.

3. A method according to claim 1, further comprising trans-
mitting an error response to a requestor in an instance when a
response to a request is not received within a specified time
limit.

4. A method according to claim 1, further comprising trans-
mitting an error response to a requestor in an instance when an
agent identifier is not registered.

5. A method according to claim 1, wherein

the request and associated correlation identifier is routed to

the agent in the form of a hypertext transfer protocol
secure response, in response to a polling hypertext trans-
fer protocol secure request received from the agent; and
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the agent response is received as a hypertext transfer pro-

tocol secure request.

6. A method according to claim 1, wherein the request and
associated correlation identifier is routed to the agent via a
WebSocket connection and the agent response is received via
the WebSocket connection.

7. A method according to claim 1, wherein the agent iden-
tifier comprises at least one of a customer identifier, applica-
tion name, or service name.

8. A computer program product comprising at least one
non-transitory computer-readable medium having computer-
readable program instructions stored therein, the computer-
readable program instructions comprising instructions,
which when performed by an apparatus, are configured to
cause the apparatus to at least:

receive a request and an agent identifier from a requestor;

generate a correlation identifier associated with the

request;
asynchronously add the request, agent identifier, and asso-
ciated correlation identifier as a request item to a request
queue associated with the agent identifier, wherein the
request queue is identified from a plurality of request
queues, each associated with a respective agent;

retrieve the request item from the request queue and route
the request and associated correlation identifier to an
agent associated with the agent identifier associated with
the request queue from which the request item was
retrieved;

receive an agent response comprising an answer and the

correlation identifier;

add the agent response to a response queue;

retrieve the agent response from a response queue; and

transmit the answer associated with the agent response to a

requestor based on the correlation identifier associated
with the agent response; and

wherein the receiving the request, the generating of the

correlation identifier, and the transmitting of the answer
are performed asynchronously from the routing of the
request and the receiving of the agent response.

9. A method comprising:

managing communication with a requestor asynchro-

nously from managing communication with an agent,

wherein managing communication with the requestor

comprises:

receiving a request and an agent identifier from a
requestor;

generating, by a processor, a correlation identifier asso-
ciated with the request;

adding the request, agent identifier, and associated cor-
relation identifier as a request item to a request queue
associated with the agent identifier, wherein the
request queue is identified from a plurality of request
queues, each associated with a respective agent;

asynchronously from the adding the request, determin-
ing that an agent response comprising the correlation
identifier has been received in a response queue;

retrieving the agent response from the response queue;
and

transmitting an answer associated with the agent
response to the requestor based on the correlation
identifier associated with the agent response; and

wherein managing communication with the agent com-

prises:

determining that a request comprising an agent identifier
associated with the agent has been received in the
request queue;

retrieving the request item from the request queue;
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transmitting the request and the associated correlation
identifier to the agent associated with the agent iden-
tifier;
receiving an agent response comprising an answer and
the correlation identifier; and
adding the agent response to the response queue.
10. An apparatus for processing data requests, the appara-
tus comprising:
processing circuitry configured to manage communication
with a requestor, said processing circuitry configured to
cause the apparatus to at least:
receive a request and an agent identifier from a requestor;
generate a correlation identifier associated with the
request;
add the request, agent identifier, and associated correlation
identifier as a request item to a request queue associated
with the agent identifier, wherein the request queue is
identified from a plurality of request queues, each asso-
ciated with a respective agent;
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asynchronously from the adding the request, determine
that an agent response comprising the correlation iden-
tifier has been received in a response queue;

retrieve the agent response from the response queue; and

transmit an answer associated with the agent response to
the requestor based on the correlation identifier associ-
ated with the agent response; and

processing circuitry configured to manage communication
with an agent, said processing circuitry configured to
cause the apparatus to at least:

determine that a request comprising an agent identifier
associated with the agent has been received in the
request queue,

retrieve the request item from the request queue;

transmit the request and the associated correlation identi-
fier to the agent associated with the agent identifier;

receive an agent response comprising an answer and the
correlation identifier; and

add the agent response to the response queue.
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